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Introduction

▰ The role of social networks for the modern 
population

▰ Public and private data sharing by users
▰ Collection of data from social networks
▰ Protecting the anonymity of a social network
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Introduction - Public Data Sharing
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Related Work

▰ Sequentially clustering to anonymize a 
network

▰ The k-member clustering problem
▰ Data and structural k-anonymity in social 

networks
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Problem Statement

▰ A social network can 
be represented as a 
graph

▰ Clustering a social 
network..the issue at 
hand
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Figure 1. A social network as a graph



Problem Statement

▰ Preventing single 
user clusters

▰ Keeping information 
loss at a minimum

▰ Increasing degree of 
anonymity
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Figure 1. A social network as a graph



Problem Statement - The Algorithm in Use
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Experimental Results

▰ Traditional clustering algorithms compared to 
our enhanced algorithms

▰ Metrics
▻ Information Loss
▻ Degree of Anonymization
▻ Running Time
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Experimental Results

▰ Experiment Details
▻ Dataset: 5000 Yelp users
▻ Enhanced versions of K-Means, 

Mean-Shift, and Affinity Propagation
▻ Implemented in Python
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Experimental Results - Tables
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Experimental Results - Graphs
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Result Analysis
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▰ Information loss kept at a minimum
▰ Increase of the degree of anonymization
▰ Running time comparisons, enhanced 

algorithms impractical for large data



Conclusion

▰ Importance of privacy and anonymity in 
modern time

▰ Current solution of clustering has a drawback
▰ New proposed solution shows promising 

results and a stepping stone for the anonymity 
problem
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